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Business challenge
Cargills Bank wanted to enhance its existing 
defensive cyber security capabilities, improve 
monitoring and implement stronger preventive 
protocols to guard against sophisticated threats.

Transformation
With the Financial Services industry being 
targeted the most by cyber criminals, Cargills 
Bank has taken a proactive approach to better 
safeguard customers by deploying a cognitive 
security solution, IBM Watson® for Cyber 
Security. Now Cargills Bank analysts can readily 
compare external information from multiple 
sources with internal threat data and gain 
actionable insights for making decisions quickly.

Rohan Muttiah
Chief Operating Officer, 
Cargills Bank

Solution components
•	IBM® QRadar® SIEM

•	IBM QRadar Advisor  
with Watson™

•	Solution delivered by IBM 
Business Partners Blue Chip 
Engineering Co. and Secbounty 
Services Private Limited

Share this

Cargills Bank Ltd.
Cargills Bank pioneers the 
use of cognitive security in  
Sri Lanka
Cargills Bank Ltd. is a licensed commercial bank based in Sri Lanka. Cargills 
is a brand that has been faithfully serving Sri Lankans for 174 years, built on a 
foundation of values and ethics. True to this heritage and the ethos of “Banking on 
the Human Spirit,” Cargills Bank is taking banking to the masses by being inclusive 
and accessible with offers such as the Cargills Cash Savings Account, available at 
over 340 Cargills Food City outlets, and the Cargills Bank Debit Card.

Business benefits

Speeds 
The process of detecting and 
accurately identifying cyber threats 
and alerts

Guards
Against sophisticated threat 
incidents with stronger  
preventive protocols

Transforms
Millions of security documents into 
actionable intelligence relevant to 
specific threats

“IBM’s best-in-class cognitive security 
portfolio will help us pre-empt threats 
and mitigate risk, supporting our 
position as a leading Digital Bank.”
—Rohan Muttiah, Chief Operating Officer,  
Cargills Bank
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